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[bookmark: _Toc1469509489]1. Aims 
Our school aims to:   
· Have robust processes in place to ensure the online safety of pupils, staff, volunteers, and governors 
· Deliver an effective approach to online safety, which empowers us to protect and educate the whole school community in its use of technology 
· Establish clear mechanisms to identify, intervene and escalate an incident, where appropriate 
The 4 key categories of risk 
Our approach to online safety is based on addressing the following categories of risk: 
[image: ] Content – being exposed to illegal, inappropriate, or harmful content, such as pornography, fake news, racism, misogyny, self-harm, suicide, anti-Semitism, radicalisation, and extremism 
[image: ] Contact – being subjected to harmful online interaction with other users, such as peer-to-peer pressure, commercial advertising and adults posing as children or young adults with the intention to groom or exploit them for sexual, criminal, financial or other purposes 
[image: ] Conduct – personal online behaviour that increases the likelihood of, or causes, harm, such as making, sending and receiving explicit images (e.g., consensual and non-consensual sharing of nudes and semi-nudes and/or pornography), sharing other explicit images and online bullying; and  
[image: ] Commerce – risks such as online gambling, inappropriate advertising, phishing and/or financial scam 
 
[bookmark: _Toc436464751]2. Legislation and guidance 
This approach is based on the Department for Education’s (DfE’s) statutory safeguarding guidance, Keeping Children Safe in Education, and its advice for schools on: 
[image: ] Teaching online safety in schools 
[image: ] Preventing and tackling bullying and cyber-bullying: advice for headteachers and school staff. It also refers to the DfE’s guidance on protecting children from radicalisation. 
It reflects existing legislation, including but not limited to the Education Act 1996 (as amended), the 
Education and Inspections Act 2006 and the Equality Act 2010. In addition, it reflects the Education Act 2011, which has given teachers stronger powers to tackle cyber-bullying by, if necessary, searching for and deleting inappropriate images or files on pupils’ electronic devices where they believe there is a ‘good reason’ to do so. 
The policy also considers the National Curriculum Computing programmes of study National curriculum in England: computing programmes of study - GOV.UK (www.gov.uk)
Non-statutory guidance from the Department for Education on sharing nude and semi-nude images is available here and is used to support section 7 of this procedure.  
[bookmark: _Toc964201620]3. Roles and responsibilities 
3.1 The governing board  
The governing board has overall responsibility for monitoring this procedure and reviewing its effectiveness. They are also responsible for holding the Headteacher to account for its implementation. 
The Designated Safeguarding Lead (DSL) will provide data to the Governing Body as part of the 
Headteacher’s report on a half termly basis. Online Safety discussions will take place between the DSL and Safeguarding Link Governor. 
All governors will: 
· Ensure that they have read and understand this procedure 
· Agree and adhere to the terms on acceptable use of the school’s ICT systems and the internet  
3.2 The Headteacher 
The Headteacher is responsible for ensuring that staff understand this procedure, and that it is being implemented consistently throughout the school. They are also responsible for ensuring the correct procedures are followed in the event of a serious online safety allegation being made against a member of staff (please see Appendix A ‘Responding to an Online Safety Concern’) The Headteacher will: 
· Ensure that there is a system in place to allow for online safety monitoring 
· Provide regular monitoring reports to the governing body 
· Establish and review the school online safety procedures and documents 
· Ensure all staff know of the procedures that need to be followed in the event of an online safety incident taking place 
· Provide training and advice for staff 
· Liaise with the JTMAT technical staff and SSCB Home - Staffordshire Safeguarding Children Board (staffsscb.org.uk)
· Receive reports of online safety incidents and create a log of incidents  
3.3 The Designated Safeguarding Lead 
Details of the school’s designated safeguarding lead (DSL) and deputies are set out in our child protection and safeguarding procedure. 
The DSL takes lead responsibility for online safety in school, in particular: 
· Ensuring that staff understand this procedure and that it is being implemented consistently throughout the school 
· Working with the Senior IT Technician and other staff, as necessary, to address any online safety issues or incidents 
· Ensuring that any online safety incidents are logged and dealt with appropriately in line with this procedure 
· Ensuring that any incidents of cyber-bullying and online abuse are logged and dealt with appropriately in line with the school behaviour procedure 
· Delivery of online safety information through Safeguarding training and Safeguarding updates 
· Liaising with other agencies and/or external services if necessary 
· Providing regular reports on online safety in school to the governing board
This list is not intended to be exhaustive. 
3.4 Technical Staff 
Those with technical responsibilities are responsible for ensuring: 
· Monitoring and maintaining appropriate filtering and monitoring systems, which are updated on a regular basis and keep pupils safe from potentially harmful and inappropriate content and contact online while at school, including terrorist and extremist material 
· Ensuring that the school’s ICT systems are secure and protected against viruses and malware, and that such safety mechanisms are updated regularly 
· Monitoring the school’s ICT systems  
· Blocking access to potentially dangerous sites and, where possible, preventing the downloading of potentially dangerous files 
This list is not intended to be exhaustive. 
3.5 All staff and volunteers 
All staff, including contractors and agency staff, and volunteers are responsible for:  
· Maintaining an understanding of this procedure 
· Implementing this procedure consistently 
· Act as good role models in their use of digital technologies, the internet and mobile devices. 
· Agreeing and adhering to the terms on acceptable use of the school’s ICT systems and the internet (JTMAT-ICT-Security-Acceptable-Use-Policies.pdf) and ensuring that pupils follow the school’s terms on acceptable use.
· Working with the DSL to ensure that any online safety incidents are logged and dealt with appropriately in line with this procedure. 
· Ensuring that any incidents of cyber-bullying are dealt with appropriately. 

The DSL/DDSL will receive regular updates through attendance at external training events and network meetings and will review guidance documents as and when necessary. 
This list is not intended to be exhaustive. 
3.6 Parents 
Parents are expected to:  
· Notify a member of staff or the Headteacher of any concerns or queries regarding this procedure. 
· Monitor their child’s use of social media and ensure they are safe when using the internet. 
· Monitor their child’s mobile device and online activity.
· Use social media communications appropriately and positively, especially when referring to the school or staff specifically, avoiding situations where negative or derogatory comments are posted in a public domain. 
Parents can seek further guidance on keeping children safe online from the following organisations and websites: 
[image: ] What are the issues? – UK Safer Internet Centre 
[image: ] Hot topics – Childnet International 
[image: ] Parent resource sheet – Childnet International 
[image: ] Healthy relationships – Disrespect Nobody 

3.7 Visitors and members of the community 
Visitors and members of the community who use the school’s ICT systems or internet will be made aware of this procedure, when relevant, and expected to read and follow it. If appropriate, they will be expected to agree to the terms on acceptable use: JTMAT-ICT-Security-Acceptable-Use-Policies.pdf
[bookmark: _Toc337933022]4. Educating pupils and online safety 
[bookmark: _Toc328322101]In Nursery and Reception, pupils will be taught about online safety by:
· making them aware of what safe use of technology looks like
· using apps and software appropriately to support the development of their skills
· having conversations and sharing advice with parents to encourage safe online use in the home
More information and guidance on this can be found here: Internet safety - Help for early years providers - GOV.UK (education.gov.uk)

Pupils in Nursery and Reception will explore technology through: 
· taking a photograph with a camera or tablet
· searching for information on the internet
· playing games on the interactive whiteboard
· exploring an old typewriter or other mechanical toys
· watching a video clip
· listening to music
They will be introduced to relevant vocabulary and will be familiar with a range of technologies providing a strong basis for Key Stage One and Two Computing curriculum. 

Pupils in Key Stage One and Two will be taught about Online Safety through our Computing Curriculum (Teach Computing), PSHE, SMSC alongside awareness raising events and assemblies built into the school year e.g. Safer Internet Day. All objectives within the Education for a Connected World framework are incorporated into our teaching of Online Safety.
Education for a Connected World - GOV.UK (www.gov.uk)

Online Safety is reinforced across the curriculum. Pupils are taught in all lessons to be critically aware of the materials/content they access online and be guided to validate accuracy of information.  Online safety messages are reinforced at the start of each computing lesson. Pupils are taught to adopt safe and responsible use both within and outside school. 
All teachers are responsible for ensuring that teaching and delivery is adapted to meet the needs of their students, including those with SEND and those who are vulnerable. 

[bookmark: _Toc635851089]5. Educating parents about online safety 
Many parents and carers will only have a limited understanding of online safety risks and issues. They may underestimate how often children and young people come across potentially harmful and inappropriate material on the internet and may be unsure how to respond.  
The school will raise parents’ awareness of internet safety in letters or other communications home, and in information via our website. This procedure will also be shared with parents via our website, with reference to relevant websites including swgfl.org.uk, www.saferinternet.org.uk, www.childnet.com/parents-and-carers 
If parents have any queries or concerns in relation to online safety, these should be raised in the first instance with a member of the Safeguarding Team (DSL/DDSL).
Concerns or queries about this procedure can be raised with any member of staff or the Headteacher. 

[bookmark: _Toc1140907302]6. Cyber-bullying 
6.1 Definition 
Cyber-bullying takes place online, such as through social networking sites, messaging apps or gaming sites. Like other forms of bullying, it is the repetitive, intentional harming of one person or group by another person or group, where the relationship involves an imbalance of power.
6.2 Preventing and addressing cyber-bullying 
Whilst, due to the age of our pupils, incidents of cyber bullying may be rare, to help prevent it, we will ensure that pupils understand what it is and what to do if they become aware of it happening to them or others. We will ensure that pupils know how they can report any incidents and are encouraged to do so, including where they are a witness rather than the victim. 
The school will actively discuss cyber-bullying with pupils, explaining the reasons why it occurs, the forms it may take and what the consequences can be. This will be done through the use of age-appropriate books, eg ‘Webster’s Manners’, ‘Troll Stinks’ 
All staff, governors, and volunteers (where appropriate) receive training on cyber-bullying, its impact, and ways to support pupils, as part of safeguarding updates. 

[bookmark: _Toc1840761402]7. Mobile Technologies 
Mobile technology devices may be school owned/provided or personally owned and might include phone, smartwatch, tablet, notebook/laptop or other technology that usually has the capability of utilizing the school’s wireless network. The device then has access to the wider internet which may include cloud-based services such as email and data storage. 
All users understand that the primary purpose of the use of mobile/personal devices in a school context is educational. The school allows: 

	 
	School Devices 
	Personal devices 

	 
	School owned for single user 
	School owned for multiple users 
	Student owned 
	Staff owned 
	Visitor owned 

	Allowed in school 
	Yes 
	Yes 
	No 
	Yes 
	Yes- but not in use in areas where pupils are unless permission has been granted e.g. performances

	Full 
Network 
Access 
	Yes 
	Yes 
	No 
	Yes
	No 

	Internet 
Access 
	Yes
	Yes
	No
	Yes 
	Yes 


 
[bookmark: _Toc261777722]8. Use of Digital and Video Images 
The development of digital imaging technologies has created significant benefits to learning, allowing staff and students/pupils instant use of images that they have recorded themselves or downloaded from the internet. However, staff, parents/carers and students/pupils need to be aware of the risks associated with publishing digital images on the internet. Such images may provide avenues for online-bullying to take place. Digital images may remain available on the internet forever and may cause harm or embarrassment to individuals in the short or longer term. 
The school will inform and educate our children at an appropriate level for their age, as part of our Online Safety teaching, and will implement policies to reduce the likelihood of the potential for harm:  
· When using digital images, staff should inform and educate students/pupils about the risks associated with the taking, use, sharing, publication and distribution of images. They should recognise the risks attached to publishing their own images on the internet e.g., on social networking sites.  
· Written permission from parents or carers will be obtained before photographs of pupils are published on the school website/social media/local press.
· Written permission from parents or carers is obtained before photographs and videos of pupils are shared on our online learning journal, Tapestry. 
· In accordance with guidance from the Information Commissioner’s Office, parents/carers are welcome to take videos and digital images of their children at school events for their own personal use. To respect everyone’s privacy and in some cases protection, these images should not be published/made publicly available on social networking sites, nor should parents/carers comment on any activities involving other pupils in the digital/video images.  
· Staff and volunteers are allowed to take digital/video images to support educational aims, but must follow school policies concerning the sharing, distribution, and publication of those images. Those images should only be taken on school equipment; the personal equipment of staff should not be used for such purposes.  
· Care should be taken when taking digital/video images that students/pupils are appropriately dressed and are not participating in activities that might bring the individuals or the school into disrepute.  
· Pupils must not take, use, share, publish or distribute images of others without their permission. 
· Photographs published on the website, or elsewhere that include pupils will be selected carefully and will comply with good practice guidance on the use of such images.  
· Pupils’ full names will not be used anywhere on a website or blog, particularly in association with photographs.  
· Pupil’s work can only be published with the permission of the parents and carers of that pupil. 
 
8.1 Communications 
When using communication technologies, the school considers the following as good practice:  
· The official school email service may be regarded as safe and secure and is monitored. Users should be aware that email communications are monitored. Staff and pupils should therefore use only the school email service to communicate with others when in school, to conduct school business, or on school systems (e.g. by remote access).  
· Users must immediately report to the nominated person – in accordance with the school procedure, the receipt of any communication that makes them feel uncomfortable, is offensive, discriminatory, threatening or bullying in nature or otherwise contravenes the rules defined by this policy and must neither respond to any such communication, or record or copy it in any way.                      
· Any digital communication between staff and pupils or parents/carers (email, social media, chat, blogs, etc) must be professional in tone and content. These communications may only take place on official (monitored) school systems. Personal email addresses, text messaging or social media must not be used for these communications.  
· Pupils should be taught about online safety issues, such as the risks attached to the sharing of personal details. They should also be taught strategies to deal with inappropriate communications and be reminded of the need to communicate appropriately when using digital technologies.  
· Personal information should not be posted on the school website. 
[bookmark: _Toc1403284080]9. Staff using work devices outside school 
Staff members using a work device outside school must not install any unauthorised software on the device and must not use the device in any way which would violate the school’s terms of acceptable use, as set out in JTMAT-ICT-Security-Acceptable-Use-Policies.pdf 
Staff must ensure that their work device is secure and password-protected, and that they do not share their password with others. They must take all reasonable steps to ensure the security of their work device when using it outside school. Any USB devices containing data relating to the school must be encrypted. 
If staff have any concerns over the security of their device, they must seek advice from the Senior IT Technician. 
Work devices must be used solely for work activities. Staff should be aware that all laptops and PCs are covered by our monitoring software.  
[bookmark: _Toc741145115]10. Social Media 
Fradley park Primary and Nursery School has a Facebook Page, an Instagram account and Twitter accounts. These are identifiable as: 
Facebook: www.facebook.com/FradleyPrimary/
Instagram: fradleyparkprimary
Twitter: @FradleyPrimary, @FPSNursery, @FPSReception, @FPS_Y1
We acknowledge that some individual staff and departments may choose to use social media as a way of communicating with our wider community in their professional capacity. Staff who do this must ensure that their activity and interactions online meet the expectations of the JTMAT Staff Code of Conduct. Personal activity on social media is also covered in the JTMAT Staff Code of Conduct. 
Under no circumstances are any members of our school community permitted to create imitation or impersonation accounts online. Such accounts created will be reported and if such accounts contain any illegal information they will be reported to the Police. 
Our social media platforms are not formal methods of communication between stakeholders and school. We ask that you contact the School Office directly to raise any concerns.  
[bookmark: _Toc193502332]11. How the school will respond to issues of misuse 
Where a staff member misuses the school’s ICT systems or the internet or misuses a personal device where the action constitutes misconduct, the matter will be dealt with in accordance with the staff disciplinary procedures. The action taken will depend on the individual circumstances, nature, and seriousness of the specific incident. 
The school will consider whether incidents which involve illegal activity or content, or otherwise serious incidents, should be reported to the police. 
It is expected that all members of the school community will be responsible users of technology, who understand and follow this procedure. However, there may be times when infringements of the procedure could take place, through careless or irresponsible or, very rarely, through deliberate misuse. These matters should be reported to the Headteacher who will take appropriate action. 
[bookmark: _Toc1547370572]12. Training 
All new staff members will receive training, as part of their induction, on safe internet use and online safeguarding issues including cyber-bullying and the risks of online radicalisation. 
All staff members will receive refresher training at least once each academic year as part of safeguarding training, as well as relevant updates as required (for example through emails, e-bulletins and staff meetings). 
By way of this training, all staff will be made aware that:  
· Technology is a significant component in many safeguarding and wellbeing issues, and that children are at risk of online abuse  
· Children can abuse their peers online through: 
· Abusive, harassing, and misogynistic messages
· Non-consensual sharing of indecent nude and semi-nude images and/or videos, especially around chat groups
· Sharing of abusive images and pornography, to those who don’t want to receive such content Physical abuse, sexual violence and initiation/hazing type violence can all contain an online element.
Training will also help staff:  
· develop better awareness to assist in spotting the signs and symptoms of online abuse  
· develop the ability to ensure pupils can recognise dangers and risks in online activity and can weigh the risks up 
· develop the ability to influence pupils to make the healthiest long-term choices and keep them safe from harm in the short term   
The DSL and DDSL will undertake child protection and safeguarding training, which will include online safety, at least every 2 years. They will also update their knowledge and skills on the subject of online safety at regular intervals, and at least annually. 
Governors will receive training on safe internet use and online safeguarding issues as part of their safeguarding training. 
Volunteers will receive appropriate training and updates, if applicable. 
More information about safeguarding training is set out in our child protection and safeguarding policy. 
[bookmark: _Toc1796255302]15. Filtering and Monitoring arrangements 
15.1 Roles and Responsibilities All Staff 
All staff are responsible for ensuring they are safe online and comply with the JTMAT Acceptable User Policy. All staff are responsible for reporting any concerns about online safety. 
Pupil online safety concerns are reported via MyConcern. 
Staff online safety concerns are reported to the Headteacher and then logged appropriately.  
Concerns about filters, including allowing access and blocking access must be logged with the Headteacher.
Teaching Staff 
Teaching staff using computer facilities around school are responsible for ensuring pupils are using the IT equipment and online facilities in a safe way and for physically monitoring the use of IT equipment. 
Senior Leadership Team 
SLT are responsible for ensuring that IT provision in school is adequately meeting the needs of staff and pupils, balancing the need for effective safeguarding, filtering and monitoring with providing high quality teaching and learning.  
Governing Body 
The Governing Body are responsible for ensuring that the school meet the requirements of KCSIE, 2023 and the published safety standards.  
Designated Safeguarding Lead (DSL)
The DSL has the lead responsibility for Online safety, filtering, and monitoring and is responsible for running the filtering checks and sharing the reports with the DDSL.
The DSL is responsible for running a termly report on updated (added/removed) filters with reasons and sharing this with Governors/DDSL.
The DSL is responsible for running a half-termly report on filtering captures and sharing this with Governors.
The DSL is responsible for the day-to-day maintenance of the IT infrastructure and filtering in place on the school network and liaising with the JTMAT IT Support Team to ensure that it is effective in safeguarding staff and pupils.
Deputy Designated Safeguarding Leads (DDSL)
The DDSLs will support the day-to-day management of online safety referrals.  
 JTMAT IT Support Team  (tbc with IT Support Team)
The IT Team are responsible for ensuring that software licence logs are accurate and up to date and that regular checks are made to reconcile the number of licences purchased against the number of software installations (Inadequate licencing could cause the school to breach the Copyright Act which could result in fines or unexpected licensing costs).
 The “master/administrator” passwords for the school systems, used by the Network Manager (or other person), are implemented centrally for all schools who are part of the MAT network.  
School technical systems will be managed in ways that ensure that the school meets recommended technical requirements. There will be regular reviews and audits of the safety and security of school technical systems. Servers, wireless systems, and cabling will be securely located and physical access restricted. 
15.2 Filtering 
The school will be responsible for ensuring that the school infrastructure/network is as safe and secure as is reasonably possible and that procedures detailed here are implemented. 
It will also need to ensure that the relevant people named in the above sections will be effective in carrying out their online safety responsibilities:  
There are multiple layers of filtering in place on the Fradley Park network:
The initial layer of filtering is done at source by the internet and filtering provider which is ‘SurfProtect’. This filters the most inappropriate material at source.
‘SurfProtect’ automatically implements a default filtering policy which prevents access to the web categories detailed by the UK Safer Internet Centre, alongside a number of other inappropriate topics. 
[image: A screenshot of a computer
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More information on how ‘Surf Protect’ works to provide an effective filtering service for Fradley Park, can be found here:
KCSIE-Guidelines-2023.pdf (exa.net.uk)
The Strategic ICT Lead for JTMAT can see all FP Filtering categories.  Filtering is then set up by user group. 
· Student accounts and access is the most restricted across the school network. Group 1- Students- Most restricted Group 3- Staff Group 5- Least restrictive for specialist users (staff)
Some filtering at source is padlocked, this means there is no control for school to adapt or edit the level of filtering. 
The IT Support Staff can add additional filters on to ensure the safety of the materials being accessed by staff, pupils and visitors. 
If staff require filters being removed to allow access to specific material to support curriculum delivery, then this can only be done in consultation with the DSL. 
Filters apply to all devices that use the school network.
An agreed procedure, in the JTMAT ICT Acceptable Use Policy is in place for the provision of temporary access of “guests” (e.g. trainee teachers, supply teachers, visitors) onto the school systems.  
An agreed procedure, in the JTMAT ICT Acceptable Use Policy is in place regarding the extent of personal use that users (staff / pupils) and their family members are allowed on school devices that may be used out of school.  
An agreed procedure, in the JTMAT ICT Acceptable Use Policy is in place that allows staff to/forbids staff from downloading executable files and installing programmes on school devices.  
An agreed procedure, within the JTMAT ICT Acceptable Use policy is in place regarding the use of removable media (e.g. memory sticks/CDs/DVDs) by users on school devices. Personal data cannot be sent over the internet or taken off the school site unless safely encrypted or otherwise secured. 
http://testfiltering.com/
https://swgfl.org.uk/resources/filtering-and-monitoring/
https://saferinternet.org.uk/guide-and-resource/teachers-and-school-staff/appropriate-filtering-and-monitoring/provider-responses

15.2 Monitoring 
The school’s IT system is monitored by Securus. This is a paid service that tracks keystrokes across all IT platforms including Microsoft Office, Online search engines and all other interfaces. The captures are automatically generated by the system and the DSL then reviews these captures by staff and students daily and they are then assigned a grading 1-5, with 5 being most significant.  
The DSL and Deputies log behaviour and safeguarding issues related to online safety. Online safety incidents are reported via MyConcern. All staff are responsible for monitoring online safety when using IT facilities in school and reporting student issues via MyConcern. 
If the monitoring system flags harmful material that is not being filtered the DSL and DDSL will log this with the IT Support Staff to ensure access to these sites are removed. 
All staff have a responsibility to log any unfiltered websites with the IT Support Staff where they believe access to this site would pose a risk to children. This must be logged by contacting the IT Help Desk via Email.  
The IT Support staff will then record the action taken and keep a record of this. 
Each term the DSL will review the filtering lists in school. The DSL can also run a filtering test as part of the review to ensure compliance with recommended safety standards. 
This procedure will be reviewed annually by the DSL.  At every review, the procedure will be shared with the governing board and staff. 
	Establishment name
	Broadband Supplier
	Filtering
	Safeguarding
(Monitoring)
	Monitoring Managed?

	
	
	
	
	

	Fradley Park Primary and Nursery School
	Exa
	Surfprotect
	Securus
	Managed by DSL


 Monitoring providers responses - UK Safer Internet Centre
[bookmark: _Toc1812510480]16. Links with other policies 
This Online Safety Procedure is linked to our:  Safeguarding Procedures, JTMAT Staff Code of Conduct, JTMAT Data protection policy and privacy notices, JTMAT Comments, Compliments and Complaints procedure, ICT Security- Acceptable Use Policy 
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The UK Safer Internet Centre specifies the types of content and communication a school should restrict access to. In blocking
these categories, detailed below, a school ensures that both staff and students are protected from exposure to offensive and
illegal material whilst online.

Content Defnition Blocked by default?
it Promotes the unjust or prejudicial treatment of people on | Yes. SurfProtect’ ntolerance & Hate’ category includes
Discrimination
the grounds of race, religion, age, or sex. content relating to discrimination.
Drugs/substance Yes. SurfProtect’ legal Drugs category is blocked by
Displays or promotes the llegal use of drugs or substances. | Yoz %
. Promotes terrorism and terrrist ideologies, violence or | Yes. The category ‘Intolerance & Hate' restrcts radical
m— intolerance. content.
Gambling Enables gambling Yes. The ‘Gambling category is blocked by default.
Promotes the compromising of systems incluing o
Yes. The categories Hacking, ‘Spyware' and ‘Virus Worm
anonymous browsing and other filter bypass tools as well s 5
e hosting ki content Infected are blocked by default
Yes. SurfProtect’s Adult/Sexually Explici” category i
Pornography Displays content of sexual acts or explict images. wtommticaly resricted
Piracy and copyright | | comyrighted mater Yes. SurfProtect automatically prevents access to liegal
theft Includes legel p f copyrighted material Filesharing' and ‘Peer to Peer sites.
Promotes or displays deliberate Yes, content relating to self harmis blocked under the
SER self harm (including suicide and eating disorders) “Suicide’category.
Displays or promotes the use of physical force intended to | Yes. The categories Violence' and Weapons'are actively
D hurt or kil blocked.
Content or communication which promotes or encourages
Yes. The ‘Suicide' category is automatically restricted by
committing suicide; or suggests that the user is considering
g e e SurfProtect' default setting





